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A. AUTHORITY: The National Security Acl of 1947, as amended: Uxecutive Order 12333, as 
amended: Executive Order 13526: and other applicable provisions of law. 

B. PURPOSE 

I. This Directive establishes 1ba1 ull 1ntelligeoce Community (IC) Seo.'iitive Compartmented 
Informauon Facilities (SCIF) shall comply with uniform IC physical and technicul security 
requirement\ (herclna!1cr "uniform security requirement\"). Thi'i Directive is designed 10 ensure 
I.be protection of Sensitive Compartmented Information (SCI) and foster efficient. consistent. and 
reciprocal use of SCTFs in the IC. This Directive applies to all facilitie� accredited b y  IC 
clemcnL� where SCI is processed, stored. used, or di�cus�ed. 

2. This Directive rescinds Director of Central Intelligence Directive (DCID) 6/9. Physical 
Sec11rity Standards for Sensitive Comp1.1rtmented /11jr1rmalio11 Facilities, includillg the Manual 
for Physical Securiry Standards for Sensitfre Compurtmt'nted /,rformatirm Facilities. 3.nd all 
DCLD 6/9 Annexes. This Directive al�o rc.�cinds IC Policy Memorandum (ICPM) 2005-700-1, 
l111ellige11ce Com11111nily Updare 10 Director of Cent ml l111ellige11ce ( DC/D) 619, Physi('a/ 
Securiry Stamlardsfor Se11sl1il'e Compurt1111!111ed lnfonnation Facilitie:, (SCLF.f); ICPM 2006-
700-7, l111ellil(e11ce Community Modifications to DCID 619, "Physical Sec11rily Standards for 
Sensirive Compartme111ed l11fom1a1ion Fadlities (SC/FsJ": and lCPM 2007-700-2, J111ellige11ce 
Co1111111111ity M11dificario11s to Armex C of Director of Central /11tellige111·,• Directive 619. 
''Physical Security Standards for Sensitive Compar1111e111ed lnfomration Fac,lities iSC/Fs)." 

C. APPLICABO...ITY: This Directive applie, lo the lC. as defined by the NuLional Security 
Act of 1947. as amended; and such other clemenls of any other depan:ment or agency as may be 
designated by the Prcsk1cnl, or designated jointly by 1he Director of National lmclllgence and the 
head of the department or agency concerned, IL� an element of the IC. 



ICD705 

D. POLJCY 

I. All SCI must be processed, stored, used, or discussed in an accredited SCIF. 

2. All SCIFs shall comply with uniform security requirements. The Deputy Director of 
National Intelligence for Policy, Plans, and Requirement.� (DON.I/PPR) shall issue an JC 
Srandard(s) ei;tablishing these requirements no lruer than 90 days after the effective date of 1his 
Directive. The IC Standnrd(s) shall include. but is not limited to, risk mitigation factors, and 
specific categories and uses of SCIFs. 

3. All SCCFs shall be accredited prior to being used for the proces.sing. storage, use, or 
discussion of SCI. IC elements may continue to openue SClFs accredi1ed as of the effective date 
of this Directive in accordance with physical nod technical security requirements applicable at 
the time of the most recent accreditation or re-accreditation of a given SClF. IC clement� shall 
ea.'iurc that upon r e -accreditation a given SCTF is compliant wu.h the current unifonn security 
requircmenLs, unless the IC element head grants a waiver in accordonce with section D.5 of this 
Directive. The DDNVPPR shall issue an IC Stundurd(s) on SCTF accreditation, re-accrcdit:nion, 
and de-accrediunion no later than 90 days after the effective date of this Directive. 

4. The IC clement head may accredit. r e -uccredit. and de-accredit SCIFs. This authority 
may be delegated by the IC elcmen1 head to a single named official, who shall serve as the 
Accrediting Official. In accordance with mission need, the Accrediting Official may funher 
delegate decision authority for the accreditation, re-accreditation, and de-accreditation of spcci fie 
SC[Fs while retaining overall respon�ibility for all such decisions. 

5. The IC clement head may grant a waiver of the unifonn security requirements for a given 
SCIF. pursuant to a documented mii,sion need. The IC elcmem head may gronl a waiver for 
exceptional circumstances where there is a documented mission need to exceed the unifonn 
security requirement\. The lC element head may. in Cllccptionul circumstanc�. exempt SClFs 
from reciprocal use hy TC elemenL�. n� de�cribcd in section D. 7 of this Directive. The authorities 
established in this section may be delegated by the IC element head to a single named senior 
official, who could be Lhe Cognizant Security Authority, and may not be fun.her delegated. In no 
case may this official be lhe same person ns 1.be Accrediting Official identified pursuant 10 

section D.4 oft.his Directive. 

6. When the Accrediting Official believes that a waiver of the unifonn security requirements 
for a given SCIF is warranted, he or she shall submit a wriuen requc.,t for waiver to the IC 
element head, or the official to whom this role has been delegated per section D.5. The waiver 
reques1 shall incl11de a detailed sta1ement t1f the mission need and ll1e specific dcvi�tions from 
the uniform security rcquiremen1s. All approved w-.iivcrs shall be reported lo the DDNI/PPR 
immediately, bul no later tban 30 days after the IC element head's decision. 

7. AH SClFs shat.I be const.nJc1ed. operated. and muintained for reciprocal use by IC 
elements. SClFs accrediuid without a waiver of the uniform security requiremenL� shall be 
available for reciprocnJ use. When requesting a waiver of lbe unifonn security requiremenlS for 
a given SCIF, in :1ccordaacc with section D.6 of this Directive, the Accrediting Official shull 
include in the requesl 3 recommendation on reciprocal use of the SCLF. The DDN1/PPR �hall 
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issue an IC Su1ndnrd(s) on lhe recipmcal use of SCIFs. The re S1andard(s) shall include. but is 
not limited 10, provisions for exemptions based on mission need 

8. For SC!Fs that fall under Chief of Mission authority, lC elements shall comply with 
Overseas Security Policy Board (OSPB) standards, ns defined in Depanmen1 of State Foreign 
Affairs Handbook 12 FAI l-6. IC elements shall submit all requests for waivers to OSPB 
!>tandnrds to the Bureau of Diplomatic Security. Department of Stille, for approval. Waiven, to 
OSPB standards must be received and approved prior to t11e commencement of any construction, 
renovation. or operJtions in the SCIF. IC element� shall conduce any activities subjec1 to this 
section consistent wi1h IC Directive 707. Cemer for Security Evaluario11. 

9. The DDNI/PPR shall manage an inven1ory of infonnation on all SCIFs subjecl 10 this 
Directive, lhe s.cope, form, and fonnat of which shall be e.scablisbed in  consultation with IC 
elcmentS. re clemen1s are responsible for providing to the DDNI/PPR current infomiation on ull 
SCIFs. as soon ru; possible but no Inter than 180 days after the effective date of this Directive. 
and no later tJum 30 days thereafter in the case of updated or new information. 

E. EFFECTCVE DATE: 1l1is Directive becomes effective on the dnte of �ig.nature. 

Di rector of Nalional InteUigencc Date 
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